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BANK SPÓŁDZIELCZY W KRASNOSIELCU  
z siedzibą w Makowie Mazowieckim  

 

 

 

 Informacja 

ogłaszana na podstawie art. 111a ust. 4 ustawy – Prawo bankowe 
obejmująca opis systemu zarządzania, w tym systemu zarządzania 
ryzykiem i systemu kontroli wewnętrznej oraz polityki 
wynagrodzeń, informację o powołaniu komitetu do spraw 
wynagrodzeń, a także o spełnianiu przez członków rady 
nadzorczej i zarządu wymogów określonych w art. 22aa ustawy 
Prawo bankowe. 

wg stanu na 31.12.2025r. 
 

 

I. Wstęp 

Bank zgodnie z wymogami określonymi w art. 111a ust. 4 ustawy Prawo bankowe dokonuje ogłoszenia 

informacji w zakresie: opisu systemu zarządzania, w tym systemu zarządzania ryzykiem i systemu kontroli 

wewnętrznej oraz polityki wynagrodzeń, informacji o powołaniu komitetu do spraw wynagrodzeń, a także 

informacji o spełnianiu przez członków rady nadzorczej i zarządu wymogów określonych w art. 22aa. 

 

II. System zarządzania 

 

1. W Banku funkcjonuje system zarządzania zgodny z przepisami ustawy – Prawo bankowe, obejmujący 

system zarządzania ryzykiem i system kontroli wewnętrznej. System zarządzania stanowi zbiór zasad i 

mechanizmów odnoszących się do procesów decyzyjnych, zachodzących w Banku oraz do oceny 

prowadzonej działalności bankowej. 

2. Zarząd Banku projektuje, wprowadza oraz zapewnia działanie systemu zarządzania. 

3. Rada Nadzorcza Banku sprawuje nadzór nad wprowadzeniem systemu zarządzania oraz ocenia i zatwierdza 

adekwatność i skuteczność tego systemu. 

 

 III. Cele strategiczne, zasady zarządzania ryzykiem oraz organizacja 

zarządzania ryzykiem  

Bank skutecznie zarządza ryzykiem występującym w działalności, w szczególności poprzez opracowanie i 

wdrożenie adekwatnego i skutecznego systemu zarządzania ryzykiem.  

Zarządzanie ryzykiem jest jednym z najważniejszych procesów wewnętrznych w Banku, ma na celu uzyskanie w 

zmieniającym się otoczeniu prawnym i ekonomicznym:  
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1) odpowiedniego poziomu bezpieczeństwa, wyrażanego przez nieprzekraczanie przyjętego apetytu na 

ryzyko;  

2) odpowiedniej rentowności działalności biznesowej.  

 

W zakresie zarządzania ryzykiem w Banku podejmowane są następujące zadania:  

1) dostarczanie informacji na temat ryzyka i jego profilu,  

2) określenie istotnych rodzajów ryzyka w Banku oraz sposobu ustalania ich istotności,  

3) stosowanie działań profilaktycznych redukujących ryzyko i jego skutki,  

4) monitorowanie dopuszczalnego poziomu ryzyka,  
 

5) określenie zasad i szacowanie wymogów kapitałowych na pokrycie poszczególnych rodzajów ryzyka,  

6) określenie limitów alokacji kapitału wewnętrznego z tytułu poszczególnych rodzajów ryzyka,  

7) analiza pokrycia wymogów kapitałowych funduszami własnymi,  

8) uwzględnienie efektów pomiaru ryzyka w metodach szacowania wymogów kapitałowych,  

9) agregacja procesów szacowania wymogów kapitałowych z procesami zarządzania ryzykiem w Banku,  

10) raportowanie wyników oceny ryzyka oraz adekwatności kapitałowej Zarządowi oraz w sposób 

syntetyczny Radzie Nadzorczej,  

11) opracowanie oraz stała aktualizacja systemu informacji zarządczej,  

12) aktualizacja pisemnych strategii, polityk i procedur w zakresie systemu zarządzania ryzykiem, kontroli 

wewnętrznej oraz szacowania kapitału wewnętrznego i dokonywania przeglądów procesu szacowania 

i utrzymywania kapitału wewnętrznego,  

13) organizacja systemu kontroli wewnętrznej,  

14) audyt skuteczności zarządzania ryzykiem w Banku,  

15) wykorzystywanie przez Zarząd oraz Radę Nadzorczą wyników kontroli wewnętrznej i audytu do 

bieżącego zarządzania oraz nadzoru nad zarządzaniem ryzykiem,  

16) stałe doskonalenie metod zarządzania ryzykiem.  

 

W celu zapewnienia skutecznego i ostrożnego zarządzania Bankiem Zarząd:  

1) opracowuje i wdraża odpowiednie środowisko zarządzania ryzykiem, obejmujące strukturę 

organizacyjną, narzędzia wspomagające zarządzanie ryzykiem, system informacji zarządczej, a także 

odpowiednie zarządzanie kadrami,  

2) kształtuje i dba o odpowiednią kulturę organizacyjną zorientowaną na efektywne zarządzanie 

ryzykiem,  

3) opracowuje i wdraża formalnie przyjęty proces identyfikacji, pomiaru, limitowania, raportowania i 

kontroli podejmowanego ryzyka, realizowany na podstawie przyjętych przez Zarząd:  

a) strategii zarządzania poszczególnymi rodzajami ryzyka,  

b) polityk i procedur dotyczących identyfikacji, oceny (pomiaru lub szacowania), kontroli i monitorowania 

ryzyka oraz raportowania o ryzyku, opracowanych w formie pisemnej.  
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Zasady i mechanizmy tworzące system zarządzania ryzykiem są opracowywane i uchwalane przez Zarząd i 

zatwierdzane przez Radę Nadzorczą w formie polityk oraz procedur.  

Rada Nadzorcza sprawuje nadzór nad wprowadzeniem systemu zarządzania oraz ocenia adekwatność i 

skuteczność tego systemu.  

 

Struktura organizacyjna Banku umożliwia skuteczne zarządzanie i kontrolę ryzyka, zarówno na poziomie 

komórek odpowiedzialnych za proces zarządzania ryzykiem, jak i na szczeblu organów Banku, a także jednostek 

biznesowych i ich wsparcia.  

 

Zarządzanie ryzykiem w Banku odbywa się we wszystkich jednostkach organizacyjnych Banku, odpowiednio do 

ich zadań.  

Zarządzanie ryzykiem jest zorganizowane w sposób umożliwiający zapobieganie konfliktom interesów.  

Członkowie Zarządu uwzględniając charakter, skalę i złożoność prowadzonej przez Bank działalności nie 

powinni łączyć odpowiedzialności za nadzór nad zarządzaniem danym ryzykiem z odpowiedzialnością za obszar 

działalności generujący to ryzyko.  

 

Organizacja zarządzania ryzykiem jest oparta o podział zadań realizowany w trzech, wzajemnie niezależnych 

liniach obrony (poziomach):  

1) pierwsza linia obrony (zarządzanie ryzykiem na pierwszym poziomie) - którą stanowi bieżące 

zarządzanie ryzykiem przez wszystkie jednostki i komórki organizacyjne Banku zaliczane przez Bank do 

pierwszego poziomu (w tym jednostki biznesowe lub jednostki wsparcia, np. odpowiedzialne za 

rozliczanie transakcji), stosujące mechanizmy kontroli ryzyka oraz odpowiednie mechanizmy kontrolne 

zapewniające właściwe stosowanie mechanizmów kontroli ryzyka i bieżące zapewnianie zgodności 

działania z obowiązującymi przepisami prawa, a także regulacjami wewnętrznymi i standardami 

rynkowymi;  

2) druga linia obrony (zarządzanie ryzykiem na drugim poziomie) - którą stanowi zarządzanie ryzykiem 

przez pracowników Banku zatrudnionych na stanowiskach związanych z zarządzaniem ryzykiem lub w 

komórkach organizacyjnych, niezależnie od zarządzania ryzykiem na pierwszym poziomie, w tym 

komórki ds. ryzyka oraz inne komórki organizacyjne odpowiedzialne za zarządzanie ryzykiem na 

drugim poziomie (linii obrony), odpowiedzialne za niezależną: identyfikację, ocenę, kontrolę, 

monitorowanie ryzyka oraz raportowanie o ryzyku powstałym w związku z działalnością prowadzoną 

przez Bank (zarządzanie ryzykiem na drugim poziomie), obejmujące również składanie propozycji 

koniecznych działań zmierzających do utrzymania ryzyka na poziomie nieprzekraczającym apetytu na 

ryzyko;  

3) trzecia linia obrony - którą stanowi działalność audytu wewnętrznego, realizowanego przez 

Spółdzielnię Systemu Ochrony Zrzeszenia BPS.  

 

Niezależność linii obrony polega na zachowaniu organizacyjnej niezależności i jednoznacznego podziału zadań i 

odpowiedzialności w następujących obszarach:  

1) działanie drugiej linii obrony w zakresie nadzoru nad bieżącym zarządzaniem ryzykiem polegające na 

stosowaniu mechanizmów kontroli ryzyka i ich monitorowaniu, a także realizacji procesu zarządzania 

ryzykiem jest niezależne od funkcjonowania pierwszej linii obrony,  

2) w ramach drugiej linii obrony zachowana jest niezależność między komórką ds. ryzyka, a komórką ds. 

zgodności, zapewniająca unikanie konfliktów interesów wynikającego z realizacji zadań objętych 

systemem kontroli wewnętrznej,  

3) działanie trzeciej linii obrony polegające na stosowaniu i monitorowaniu mechanizmów kontrolnych, w 

tym w zakresie oceny adekwatności i skuteczności systemu zarządzania ryzykiem, monitorowanie jest 



4 
 

niezależne od pierwszej i drugiej linii obrony, przy czym kompetencje w przedmiotowym zakresie 

posiada jednostka zarządzająca Systemu Ochrony Zrzeszenia BPS.  

 

W procesie zarządzania ryzykiem w Banku uczestniczą następujące organy, jednostki i komórki organizacyjne:  

1) Organy:  

• Rada Nadzorcza, w tym Komitet Audytu;  

• Zarząd;  

2) Druga linia obrony:  

• Zespół sprawozdawczości, analiz i ryzyk bankowych;  

• Zespół analityków kredytowych;  

• Stanowisko ds. zgodności/ kontroli wewnętrznej;  

• Zespół ds. monitoringu i windykacji;  

• Stanowisko ds. organizacyjno- administracyjnych;  

• Komitet kredytowy;  

3) Pierwsza linia obrony – pozostałe komórki i jednostki organizacyjne Banku;  

 

4) Audyt wewnętrzny - realizowany przez Spółdzielnię Systemu Ochrony Zrzeszenia BPS.  

 

Bank dokonuje cyklicznej i w przypadkach nagłej zmiany poziomu ryzyka identyfikacji istotności ryzyka 

obciążającego działalność i wyznacza profil ryzyka Banku. Do ryzyk istotnych Bank zalicza:  

1) ryzyko kredytowe w tym ryzyko koncentracji 

2) ryzyko operacyjne, 

3) ryzyko ICT 

4) ryzyko płynności i finansowania, 

5) ryzyko stopy procentowej w księdze bankowej, 

6) ryzyko braku zgodności, 

7) ryzyko kapitałowe 

  

Podstawowe zasady zarządzania poszczególnymi rodzajami ryzyka reguluje zatwierdzona przez Radę Nadzorczą 

Banku Strategia działania Banku (…) oraz Strategia zarządzania poszczególnymi rodzajami ryzyka (…), a także 

zatwierdzone przez Zarząd Banku polityki, instrukcje i regulaminy obejmujące obszary ryzyka, które Bank uznał 

za istotne.  

Procedury zarządzania ryzykiem podlegają przeglądowi i aktualizacji w cyklach rocznych pod względem 

dostosowania ich do aktualnych przepisów prawa, zmian w profilu ryzyka, skali działalności Banku oraz zmian 

organizacyjnych. Wnioski z przeglądu prezentowane są Zarządowi Banku oraz przekazywane do odpowiednich 

komórek organizacyjnych Banku, celem ewentualnego uaktualnienia zasad zarządzania poszczególnymi 

rodzajami ryzyka. 

 

Proces zarządzania ryzykiem w Banku obejmuje następujące działania:  

1) identyfikacja ryzyka – polega na rozpoznaniu aktualnych i potencjalnych źródeł zagrożeń związanych z 

ryzykiem oraz oszacowaniu wielkości potencjalnego wpływu danego rodzaju ryzyka na sytuację 

finansową Banku. W ramach identyfikacji ryzyka określane są te rodzaje ryzyka, które uznawane są za 
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istotne w działalności Banku, a także sporządza się prognozy i plany uwzględniające przewidywany 

poziom ryzyka;  

2) pomiar ryzyka – pomiar ryzyka obejmuje definiowanie miar ryzyka adekwatnych do rodzaju, istotności 

ryzyka i dostępności danych oraz dokonania kwantyfikacji ryzyka za pomocą ustalonych miar;  

 

3) ocena/szacowanie ryzyka - polega na określeniu siły wpływu lub zakresu ryzyka z punktu widzenia 

realizacji celów zarządzania ryzykiem, w ramach pomiaru ryzyka przeprowadza się testy warunków 

skrajnych na podstawie założeń zapewniających rzetelną ocenę ryzyka;  

4) monitorowanie ryzyka – polega na monitorowaniu odchyleń realizacji od prognoz lub założonych 

punktów odniesienia (np. limitów, wartości progowych, planów, pomiarów z poprzedniego okresu, 

wydanych rekomendacji i zaleceń). Monitorowanie ryzyka odbywa się z częstotliwością adekwatną do 

istotności danego rodzaju ryzyka oraz jego zmienności;  

5) raportowanie ryzyka – polegające na cyklicznym informowaniu organów Banku o wynikach pomiaru 

ryzyka, podjętych działaniach i rekomendacjach działań. Zakres, częstotliwość oraz forma 

raportowania są dostosowane do szczebla zarządczego odbiorców;  

6) stosowanie mechanizmów kontrolujących i ograniczających ryzyko - zidentyfikowany, zmierzony lub 

oszacowany poziom ryzyka - polega w szczególności na przyjmowaniu regulacji wewnętrznych, 

określaniu poziomu tolerancji na ryzyko, ustalaniu wysokości limitów i wartości progowych, 

wydawaniu zaleceń, podejmowaniu decyzji o wykorzystywaniu narzędzi wspierających zarządzanie 

ryzykiem.  

 

Ryzyko kredytowe w tym koncentracji :  
 
Celem strategicznym w zakresie działalności kredytowej jest budowa odpowiedniego do posiadanych funduszy 

własnych bezpiecznego portfela kredytowego oraz portfela inwestycji finansowych, zapewniającego 

odpowiedni poziom dochodowości.  

Cel ten jest realizowany poprzez zarządzanie ryzykiem kredytowym obejmujące podstawowe kierunki działań 

(cele pośrednie):  

1) budowa bezpiecznego, zdywersyfikowanego portfela kredytowego,  

2) dokonywanie bezpiecznych inwestycji finansowych,  

3) podejmowanie działań zabezpieczających w obszarze ryzyka pojedynczej transakcji oraz ryzyka 

portfela,  

4) ocena ryzyka ESG,  

5) działania organizacyjno – proceduralne.  

 

Ryzyko kredytowe Banku należy rozpatrywać w dwóch aspektach:  

1) ryzyka pojedynczej transakcji,  

2) ryzyka łącznego portfela kredytowego.  

 

Ryzyko pojedynczej transakcji zależy od wysokości możliwej straty i prawdopodobieństwa jej wystąpienia. 

Ryzyko łączne portfela kredytowego zależne jest od wysokości pojedynczych kredytów, prawdopodobieństwa 

ich niespłacenia i współzależności między poszczególnymi kredytami lub kredytobiorcami. Im mniejsza jest ta 

wzajemna zależność (koncentracja) tym mniejsze jest ryzyko wystąpienia sytuacji, w której czynniki powodujące 
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niespłacenie jednego kredytu będą również wpływały na niespłacenie innych, zwiększając w ten sposób łączne 

ryzyko kredytowe. Metodą zabezpieczenia się przed nadmiernym ryzykiem w działalności kredytowej jest 

odpowiednio prowadzone zarządzanie ryzykiem zarówno w odniesieniu do pojedynczego kredytu, jak i 

łącznego zaangażowania kredytowego. Zarządzanie ryzykiem kredytowym w odniesieniu do pojedynczego 

kredytu polega na:  

1. badaniu wiarygodności i zdolności kredytowej przed udzieleniem kredytu, w oparciu o zweryfikowane 

pod względem wiarygodności dokumenty, dostarczane przez klientów,  

2. wykorzystaniu w ocenie zdolności kredytowej i zabezpieczeń dostępnych baz danych,  

3. prawidłowym zabezpieczaniu zwrotności ekspozycji kredytowych, zgodnie z regulacjami 

wewnętrznymi Banku, gwarantującymi zwrotność kredytów,  

4. bieżącym monitoringu zabezpieczeń kredytowych, ze szczególnym uwzględnieniem zabezpieczeń 

hipotecznych w całym okresie kredytowania,  

5. dokonywaniu okresowych przeglądów ekspozycji kredytowych oraz tworzeniu rezerw celowych,  

6. prawidłowym prowadzeniu windykacji i nadzoru nad trudnymi kredytami,  

7. kontroli działalności kredytowej.  

 

Zasady zarządzania ryzykiem kredytowym w odniesieniu do pojedynczej transakcji kredytowej obejmują 

procedury, praktyki, mechanizmy kontroli wewnętrznej składające się na metodykę oceny ryzyka kredytowego 

przed udzieleniem kredytu oraz w trakcie trwania umowy kredytowej. 

Stosowane w Banku metodyki oceny zdolności kredytowej określają regulaminy, instrukcje, procedury oraz 

inne regulacje kredytowe zapewniające standaryzację świadczonych usług oraz ograniczające ryzyko 

kredytowe.  

W stosunku do ekspozycji kredytowych zaliczanych do klasy ekspozycji detalicznych zgodnie z Rozporządzeniem 

CRR, Bank stosuje ujednolicone zasady oceny zdolności kredytowej, dostosowane do ich charakterystyki ryzyka, 

określone w „Metodyce oceny zdolności kredytowej osób fizycznych (…)”.  

W stosunku do ekspozycji kredytowych zaliczanych do klasy ekspozycji wobec przedsiębiorców obok przyjętych 

metod oceny zdolności kredytowej, można stosować indywidualne zasady zarządzania.  

Zabezpieczenia transakcji kredytowych dokonywane są w stopniu adekwatnym do oceny sytuacji ekonomicznej 

klienta oraz charakteru i okresu trwania transakcji, z zastosowaniem zasad ustanawiania prawnych form 

zabezpieczenia wierzytelności. Bank udziela kredyty konsumenckie i zawiera z kredytobiorcami umowy o 

kredyty konsumenckie z zachowaniem zasad określonych w Ustawie o kredycie konsumenckim. W przypadku 

udzielania kredytów klientom detalicznym (w rozumieniu rekomendacji T i S) Bank ustala wymagany poziom 

wskaźnika DtI i DStI opisany w metodyce oceny zdolności kredytowej.  

W Banku prowadzony jest systematyczny monitoring sytuacji ekonomicznej kredytobiorców oraz zabezpieczeń, 

zgodnie z wewnętrznymi regulacjami Banku. Narzędziem monitoringu są arkusze analityczne.  

Bank dokonuje wyceny i aktualizacji aktywów i zobowiązań pozabilansowych oraz tworzy rezerwy na ryzyko 

związane z działalnością banku zgodnie z obowiązującymi ustawami i rozporządzeniami oraz z instrukcją 

„Zasady klasyfikacji i przeglądu ekspozycji kredytowych oraz tworzenia rezerw ”.  

Zasady bezpiecznego zarządzania ryzykiem kredytowym w odniesieniu do łącznego zaangażowania 

kredytowego Banku obejmują działania polegające na:  

1. dywersyfikacji ryzyka poprzez stosowanie limitów koncentracji,  

2. stosowaniu limitów dotyczących rodzajów kredytów,  

3. analizie ryzyka ekspozycji zabezpieczonych hipotecznie,  

4. badaniu ekspozycji zagrożonych,  
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5. przedsięwzięciach organizacyjno- kadrowych.  

 

Podstawowa analiza ryzyka kredytowego jest przeprowadzana co najmniej raz w miesiącu, po zakończeniu 

miesiąca wraz z analizą ogólnego poziomu ryzyka, w odniesieniu do realizacji planu podstawowych wskaźników 

charakteryzujących ryzyko. Miesięcznej analizie poddawane są w szczególności takie elementy jak: struktura 

portfela kredytowego, struktura i dynamika kredytów zagrożonych, wynik z tytułu rezerw celowych.  

W Banku dokonuje się pomiaru i oceny ryzyka portfela kredytowego i profilu ryzyka kredytowego, na podstawie 

raportów sporządzonych przez Zespól sprawozdawczości, analiz i ryzyk bankowych. Raporty dotyczące: 

koncentracji branżowej, adekwatności kapitałowej, ekspozycji przeterminowanych, koncentracji zabezpieczeń, 

kredytów zabezpieczonych hipotecznie, analizę detalicznych ekspozycji zawierają zastawienia liczbowe oraz ich 

interpretację z rekomendacją dalszych działań. Analiza miesięczna i kwartalna opracowywana jest i 

przedkładana Zarządowi oraz Radzie Nadzorczej Banku, zgodnie z obowiązującą w Banku Instrukcją 

sporządzania informacji zarządczej.  

Dane analityczne stanowiące źródło analizy ryzyka portfela kredytowego pobierane są z systemu operacyjnego 

oraz innych systemów wspomagających. Każdorazowo po zaimportowaniu danych do systemu informatycznego 

i wygenerowaniu raportów, przeprowadzana jest kontrola ich zgodności ze sprawozdawczością Banku za 

analizowany okres oraz kontrola spójności z poprzednimi okresami sprawozdawczymi.  

Badanie ryzyka łącznego portfela kredytowego Banku obejmuje:  

1) analizę ilościową i wartościową portfela,  

2) analizę wskaźnikową,  

3) ocenę realizacji limitów koncentracji,  

4) analizę jakościową portfela,  

5) analizę wrażliwości na wystąpienie sytuacji skrajnej.  

 

W celu dywersyfikacji ryzyka kredytowego Bank wprowadza odpowiednie do skali i złożoności działalności 

limity wewnętrzne ograniczające jego poziom. Przyjęte rodzaje limitów wewnętrznych oraz ich wysokość 

zatwierdza Zarząd Banku na podstawie propozycji Zespołu sprawozdawczości, analiz i ryzyk bankowych. 

Wysokość limitów jest dostosowana do akceptowanego przez Radę Nadzorczą ogólnego poziomu ryzyka, 

zatwierdzonego w ramach założeń do planu ekonomiczno-finansowego. Wysokość limitów koncentracji jest 

weryfikowana co najmniej raz w roku w trakcie przeglądu zarządczego procedur w zakresie zarządzania 

ryzykiem kredytowym. Limity określające jednostkowe zaangażowanie danego klienta są monitorowane w 

momencie udzielania kredytu oraz podczas monitoringu sytuacji klienta po udzieleniu kredytu przez 

pracownika kredytowego prowadzącego dokumentację danego klienta. 

Każdy przypadek lub możliwość przekroczenia limitów jednostkowych jest sygnalizowany osobie kierującej 

komórką udzielającą kredyty, a następnie Prezesowi Zarządu nadzorującemu ryzyko kredytowe.  

Powyższe działania pozwalają mierzyć, kontrolować i monitorować profil ryzyka kredytowego, występującego w 

działalności Banku. Gdy ryzyko występujące w portfelu kredytowym okazuje się nieakceptowane, Zarząd Banku 

stosuje następujące rozwiązania:  

1. Ograniczanie kwoty zaangażowania poprzez wprowadzenie ostrzejszych limitów na kredyty udzielane 

określonym kredytobiorcom, na duże zaangażowania kredytowe lub na pewne rodzaje kredytów o 

wysokim stopniu zbadanego ryzyka,  

2. Zwiększenie poziomu zabezpieczeń,  

3. Restrukturyzowanie zadłużenia,  

4. Doskonalenie standardów kredytowych i systemu kontroli wewnętrznej, opracowanie odpowiednich 

procedur wewnętrznych,  

5. Podejmowanie innych zindywidualizowanych działań, zależnych od skali i rodzaju stwierdzonego 

zagrożenia.  
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Ryzyko operacyjne oraz ryzyko braku zgodności:  
 
Celem strategicznym w zakresie zarządzania ryzykiem operacyjnym oraz ryzykiem braku zgodności w Banku jest 

ograniczanie ryzyka występowania strat operacyjnych oraz dążenie do ich minimalizowania. 

 

Cel ten jest realizowany poprzez zarządzanie ryzykiem operacyjnym oraz ryzykiem braku zgodności obejmującej 

podstawowe kierunki działań (cele pośrednie):  

1. Określenie podstawowych procesów niezbędnych do zarządzania ryzykiem operacyjnym,  

2. Prowadzenie i analiza rejestru incydentów i strat z tytułu ryzyka operacyjnego (w tym zawarte są straty z 

tytułu ryzyka braku zgodności),  

3. Opracowanie ogólnych zasad zarządzania ryzykiem operacyjnym, w tym zasady identyfikacji, oceny, 

monitorowania, zabezpieczania i transferu ryzyka operacyjnego,  

4. Zarządzanie kadrami, z uwzględnieniem ryzyka ESG,  

5. Określenie docelowego profilu ryzyka operacyjnego, uwzględniającego skalę i profil ryzyka operacyjnego 

obciążającego Bank,  

6. Zdefiniowanie tolerancji i apetytu Banku na ryzyko operacyjne, w tym wartości progowe sum strat dla 

każdego rodzaju ryzyka w kwartale oraz określone działania, które bank będzie podejmował w 

przypadkach, gdy wartości te zostaną przekroczone,  

7. Przyjęcie założeń dla systemu kontroli wewnętrznej w zakresie ryzyka operacyjnego,  

8. Weryfikacja spójności procedur wewnętrznych Banku z regulacjami zewnętrznymi.  

 

Cele szczegółowe to:  

1. zapewnienie świadomości występowania ryzyka operacyjnego obciążającego Bank na wszystkich 

szczeblach zarządzania,  

2. wdrożenie i systematyczna weryfikacja procesów zapobiegania występowaniu oraz zmniejszania skutków 

ryzyka, odpowiednio do rodzaju ryzyka i jego możliwego wpływu na wynik Banku,  

3. zapewnienie opłacalności stosowania wybranych metod ograniczania ryzyka, odpowiednio do skali 

działania Banku i wielkości ryzyka,  

4. zapewnienie skutecznego systemu przeciwdziałania wprowadzaniu do obrotu środków pochodzących z 

nielegalnych źródeł oraz przeciwdziałaniu terroryzmu,  

5. zapewnienie bezpieczeństwa płatności elektronicznych,  

6. przeciwdziałanie praniu pieniędzy i finansowaniu terroryzmu.  

 

Ryzyko ICT 
 

Celem strategicznym w zakresie systemów informatycznych i ich bezpieczeństwa jest:  

1. bieżące dostosowywanie systemu do wymogów prawa,  

2. wprowadzanie nowych produktów,  
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3. wprowadzanie nowych wersji oprogramowania, w tym oprogramowania wspomagającego zarządzanie 

ryzykiem, a także programów służących bezpieczeństwu sieci i systemów informatycznych,  

4. ochrona informacji poprzez wdrożenie metod ochrony danych osobowych w oparciu o zapisy ustawy o 

ochronie danych osobowych oraz zapewnienia bezpieczeństwa systemów informatycznych i 

informacji, zgodnie z zapisami Rozporządzeniem Parlamentu Europejskiego i Rady (UE) 2022/2554 w 

sprawie operacyjnej odporności cyfrowej sektora finansowego (DORA),  

5. monitorowanie zgodności z zaleceniami Rozporządzeniem Parlamentu Europejskiego i Rady (UE) 

2022/2554 w sprawie operacyjnej odporności cyfrowej sektora finansowego (DORA).  

 

 

Ryzyko płynności i finansowania:  
 

Celem strategicznym Banku w zarządzaniu płynnością jest pełne zabezpieczenie jego płynności, minimalizacja 

ryzyka utraty płynności przez Bank w przyszłości oraz optymalne zarządzanie nadwyżkami środków 

finansowych.  

Cele szczegółowe w zakresie zarządzania płynnością to:  

1. Zapewnienie finansowania aktywów i terminowego wykonania zobowiązań w toku normalnej 

działalności Banku lub w innych warunkach, które można przewidzieć, bez konieczności poniesienia 

straty,  

2. Zapewnienie utrzymania płynności bieżącej, krótkoterminowej, średnioterminowej oraz 

długoterminowej dostosowanej do rozmiarów i rodzaju działalności, w sposób zapewniający 

wykonanie wszystkich zobowiązań pieniężnych zgodnie z terminami ich płatności,  

3. Optymalizację realizowanego dochodu przy równoczesnym zachowaniu pełnego bezpieczeństwa 

płynności,  

4. Zapobieganie sytuacjom kryzysowym (zachwianiu płynności).  

 

Bank zarządza płynnością:  

1. Śróddzienną, tj. aktywnie zarządza środkami na rachunku bieżącym, lokując nadwyżki głównie w Banku 

Zrzeszającym oraz w bezpieczne papiery wartościowe Narodowego Banku Polskiego, zarządza gotówką 

poprzez ustalanie limitów kasowych,  

2. Analizie i kontroli podlegają wskaźniki wynikające z rozporządzenia Parlamentu Europejskiego  i Rady (UE) 

nr 575/2013 z dnia 26 czerwca 2013 (z póź. zmianami) w sprawie wymogów ostrożnościowych dla 

instytucji kredytowych i firm inwestycyjnych: 

1) Wskaźnik pokrycia wypływów netto (LCR- Liquidity Coverage Ratio)- jako wskaźnik płynności 

krótkoterminowej, 

2) Wskaźnik stabilnego finansowania (NSFR- Net Stable Funding Ratio)- wskaźnik płynności 

długoterminowej 

3. Płynnością krótko i średnioterminową poprzez niezależną ocenę wskaźników płynności, wyznaczanie i 

monitorowanie limitów płynnościowych oraz przeprowadzanie testów warunków skrajnych,  

4. Płynnością długoterminową poprzez badanie stabilności bazy depozytowej oraz ustalanie limitów 

koncentracji aktywów i pasywów.  

 

Głównym źródłem finansowania aktywów o długim terminie zapadalności są depozyty stabilne (obliczone na 

podstawie wskaźników osadu), stanowiące pewne źródło finansowania długoterminowego aktywów oraz 
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fundusze własne Banku. Limity ostrożnościowe dotyczące finansowania długoterminowego, ograniczają 

znaczne zaangażowanie się Banku w tego typu aktywa.  

Bank działa w ramach Systemu Ochrony Zrzeszenia BPS, co gwarantuje bezpieczeństwo w obszarze płynności.  

W celu kształtowania odpowiedniej struktury aktywów i pasywów Bank prowadzi aktywną politykę stóp 

procentowych. 

 

Ryzyko stopy procentowej w księdze bankowej:  
 

Celem zarządzania ryzykiem stopy procentowej w Banku jest utrzymanie relacji przychodów i kosztów 

odsetkowych wynikającej ze zmian stóp procentowych, w granicach nie zagrażających bezpieczeństwu Banku i 

akceptowanych przez Radę Nadzorczą.  

 

Cel ten jest realizowany poprzez zarządzanie ryzykiem stopy procentowej obejmujące podstawowe kierunki 

działań (cele pośrednie):  

1) zapewnienie odpowiedniej struktury aktywów i pasywów oprocentowanych w celu ograniczania 

ryzyka bazowego oraz ryzyka przeszacowania,  

2) podejmowanie odpowiedniej polityki cenowej (w tym działań marketingowych) w celu utrzymania 

odpowiedniej do skali działalności stabilnej bazy depozytowej oraz dochodowego portfela 

kredytowego w celu wypracowania odpowiednich marż,  

3) codzienna realizacja polityki stóp procentowych w procesie sprzedaży produktów bankowych,  

4) utrzymanie wskaźników EVE i NII na poziomie wymaganym przez zapisy Rekomendacji „G” KNF,  

 

5) analiza wpływu warunków cenowych produktów kredytowych na cele zrównoważonego rozwoju na 

marżę odsetkową,  

6) zarządzanie ryzykiem spreadu kredytowego (CSRBB).  

 

Realizacja strategii Banku w zakresie zarządzania ryzykiem stopy procentowej oparta jest m.in. na 

następujących zasadach: 

 

1. do pomiaru ryzyka stopy procentowej Bank stosuje metodę luki stopy procentowej,  

2. do oceny tego ryzyka Bank może dodatkowo wykorzystywać również inne metody, np. badania 

symulacyjne wpływu zmian stóp procentowych na przychody odsetkowe, koszty odsetkowe i w 

konsekwencji na zmiany wyniku odsetkowego,  

3. zarządzanie ryzykiem stopy procentowej koncentruje się na zarządzaniu ryzykiem przeszacowania, 

ryzykiem bazowym, na kontroli ryzyka opcji klienta oraz na analizie zmian w zakresie krzywej 

dochodowości (ryzyko krzywej dochodowości) i ewentualnego wpływu tych zmian na wynik odsetkowy,  

4. Bank ogranicza poziom ryzyka stopy procentowej poprzez stosowanie systemu limitów i odpowiednie 

kształtowanie struktury aktywów, pasywów i zobowiązań pozabilansowych.  

 

 
Ryzyko kapitałowe (niewypłacalności): 
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Poziom funduszy własnych Banku powinien być dostosowany (adekwatny) do skali, złożoności i profilu ryzyka 

Banku.  

Podstawowym celem strategicznym w zakresie adekwatności kapitałowej jest budowa odpowiednich funduszy 

własnych, zapewniających bezpieczeństwo zgromadzonych depozytów, przy osiąganiu planowanego poziomu 

rentowności prowadzonej działalności.  

 

Cel ten jest realizowany poprzez zarządzanie adekwatnością kapitałową obejmujące podstawowe kierunki 

działań (cele pośrednie): 

 

1) sukcesywne zwiększanie wysokości funduszy własnych,  

2) zapewnienie odpowiedniego poziomu kapitałów Tier I,  

3) odpowiednie kształtowanie struktury bilansu Banku w celu utrzymania planowanego poziomu 

wymogów kapitałowych, dostosowanych do wymagań Rozporządzenia Parlamentu Europejskiego i 

Rady UE nr 575/2013 z dnia 26 czerwca 2013 r. w sprawie wymogów ostrożnościowych dla instytucji 

kredytowych i firm inwestycyjnych, zmieniającego rozporządzenie (UE) nr 648/2012, z późniejszymi 

zmianami,  

4) optymalne zarządzanie ryzykiem bankowym,  

5) monitorowanie poziomu wskaźnika dźwigni finansowej,  

6) uwzględnienie poziomu wskaźników kapitałowych oraz wskaźnika dźwigni w określaniu Polityki 

dywidendowej Banku.  

 

Poziom funduszy własnych:  

1. Bank jest zobowiązany utrzymywać kapitał założycielski w wysokości nie niższej niż równowartość 1 

000 000 euro, przeliczonej według kursu średniego ogłaszanego przez NBP, obowiązującego w dniu 

sprawozdawczym.  

2. Bank jest zobowiązany do utrzymywania sumy funduszy własnych na poziomie nie niższym niż wyższa 

z następujących wartości:  

1) Wartość wynikająca ze spełnienia wymogów w zakresie funduszy własnych, o których mowa w 

art. 92 Rozporządzenia Parlamentu Europejskiego i Rady UE nr 575/2013 z dnia 26 czerwca 

2013 r. w sprawie wymogów ostrożnościowych dla instytucji kredytowych i firm 

inwestycyjnych, zmieniającego rozporządzenie (UE) nr 648/2012, z późniejszymi zmianami.  

2) oszacowana przez bank kwota, niezbędna do pokrycia wszystkich zidentyfikowanych, istotnych 

rodzajów ryzyka występujących w działalności banku oraz zmian otoczenia gospodarczego, 

uwzględniająca przewidywany poziom ryzyka (kapitał wewnętrzny).  

3. Bank utrzymuje ponadto fundusze własne inne niż objęte wymogiem ust. 2 w celu spełnienia wymogu 

połączonego bufora, o którym mowa w art. 55 ust. 4 Ustawy z dnia 5 sierpnia 2015 r. o nadzorze 

makroostrożnościowym nad systemem finansowym i zarządzaniu kryzysowym w systemie finansowym 

(z późn. zmianami).  

4. Bank jest zobowiązany do utrzymywania minimalnych (regulacyjnych) wysokości współczynników 

kapitałowych określonych przepisami zewnętrznymi.  

5. W przypadku obniżenia łącznego wskaźnika kapitałowego poniżej minimalnego, wymaganego 

przepisami poziomu Bank przeprowadza szczegółową analizę wymogów kapitałowych kształtujących 
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poziom łącznego wskaźnika kapitałowego oraz podejmuje działania ograniczające poszczególne 

rodzaje ryzyka.  

6. Bank jest zobowiązany do przeprowadzenia przeglądu i weryfikacji procesu szacowania i utrzymania 

kapitału wewnętrznego nie rzadziej niż raz do roku, w celu zapewnienia, że proces ten jest 

kompleksowy i odpowiedni do charakteru, skali i złożoności działalności Banku.  

7. Niezależnie od rocznych przeglądów, proces szacowania kapitału wewnętrznego jest odpowiednio 

dostosowywany w szczególności w sytuacji pojawienia się nowych rodzajów ryzyka, znaczących zmian 

w strategii i planach działania oraz środowisku zewnętrznym, w którym działa Bank.  

8. Bank dostosowuje strategię i politykę budowy funduszy własnych do wymagań Rozporządzenia 

Parlamentu Europejskiego i Rady UE nr 575/2013 z dnia 26 czerwca 2013 r. w sprawie wymogów 

ostrożnościowych dla instytucji kredytowych i firm inwestycyjnych, zmieniającego rozporządzenie (UE) 

nr 648/2012, z późniejszymi zmianami oraz Dyrektywy 2013/36 Unii Europejskiej z dnia 26.06.2013 r. 

w sprawie warunków dopuszczenia instytucji kredytowych do działalności oraz nadzoru 

ostrożnościowego nad instytucjami kredytowymi i firmami inwestycyjnymi z późn. zmianami. Bank 

spełnia normy kapitałowe określone w ww. pakiecie CRD/CRR.  

 

Budowa funduszy własnych:  

1. Podstawowym źródłem budowy funduszy własnych Banku jest wynik finansowy.  

2. Wieloletni plan budowy funduszy własnych (cele kapitałowe, oczekiwana wielkość kapitałów) Bank ujmuje 

w zatwierdzanej przez Radę Nadzorczą Strategii działania, natomiast szczegółowe zamierzenia w tym 

zakresie ujęte są w Polityce kapitałowej.  

3. Bank analizuje wpływ wystąpienia warunków skrajnych na wskaźnik kapitałowy i na podstawie tych analiz 

opracowuje i weryfikuje plany awaryjne w zakresie adekwatności kapitałowej.  

4. Bank w rocznych planach finansowych oraz w planach perspektywicznych uwzględnia gospodarkę 

funduszami własnymi, mającą na celu optymalizację wzrostu posiadanych przez Bank funduszy własnych.  

5. Strategia kształtowania funduszy własnych podlega analizie pod względem jej dostosowania do aktualnej 

sytuacji Banku po zakończeniu każdego roku kalendarzowego.  

6. Wieloletni plan funduszy własnych zawarty jest w Strategii działania Banku.  

7. Bank dąży do kształtowania zaangażowania kapitałowego w instytucjach finansowych i bankach w taki 

sposób, aby umniejszenie funduszy własnych Banku z tego tytułu nie stanowiło zagrożenia dla bieżącej i 

przyszłej adekwatności kapitałowej Banku.  

8. W celu ograniczenia zagrożeń, o których mowa w ust. 7, w Banku ustalane są odpowiednie limity dotyczące 

inwestycji kapitałowych w podmiotach finansowych.  

9. Bank w planach finansowych uwzględnia gospodarkę funduszami własnymi Banku, mającą na celu 

optymalizację wzrostu posiadanych przez Bank funduszy własnych Banku, które winny być dostosowane do 

profilu ryzyka występującego realnie w banku, z uwzględnieniem specyficznego charakteru jego działania 

oraz wyliczeń dotyczących dodatkowych wymogów kapitałowych.  

 

Wymogi kapitałowe:  

1. Bank tworzy minimalne wymogi kapitałowe na ryzyka zgodnie z zapisami Rozporządzenia Parlamentu 

Europejskiego i Rady UE nr 575/2013 z dnia 26 czerwca 2013 r. w sprawie wymogów ostrożnościowych 

dla instytucji kredytowych i firm inwestycyjnych, zmieniającego rozporządzenie (UE) nr 648/2012, z 

późniejszymi zmianami.  
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2. Bank analizuje inne istotne rodzaje ryzyka, na które tworzy dodatkowe wymogi kapitałowe. Zasady 

tworzenia wymogów kapitałowych zawiera „Instrukcja wyznaczania wymogu kapitałowego z tytułu 

poszczególnych rodzajów ryzyka”.  

3. W Polityce kapitałowej Bank określa limity alokacji kapitału z tytułu poszczególnych rodzajów ryzyka, 

dostosowane do skali, złożoności i poziomu ryzyka występującego w Banku.  

4. Analizie poddaje się przestrzeganie ww. limitów, a w przypadku przekroczenia należy zgłosić to 

Zarządowi i Radzie Nadzorczej wraz z informacjami na temat podjętych działań w celu uniknięcia takiej 

sytuacji w przyszłości.  

5. Bank dokonuje okresowego przeglądu procesu szacowania wymogów wewnętrznych. Wyniki 

przeglądu są prezentowane Radzie Nadzorczej, która dokonuje oceny adekwatności kapitałowej.  

6. Bank dąży do kształtowania jednostkowego zaangażowania kapitałowego w instytucjach finansowych i 

bankach (akcje i udziały, zobowiązania podporządkowane, dopłaty na rzecz spółek prawa handlowego) 

tak, aby nie stanowiło ono więcej niż 10% funduszy własnych Banku oraz 10% funduszy własnych tych 

podmiotów. Nie dotyczy to, z uwagi na uczestnictwo w Systemie Ochrony, zaangażowania w kapitały 

Tier I Banku Zrzeszającego.  

7. Ustalane przez Bank plany w zakresie kapitału wewnętrznego oraz poziomu wyznaczanego 

wewnętrznego wymogu kapitałowego winny być dostosowane do profilu ryzyka występującego 

realnie w Banku, z uwzględnieniem specyficznego charakteru jego działania.  

 

Zarządzanie ryzykami:  

1. Bank podejmuje ryzyko na poziomie zapewniającym utrzymanie łącznego wskaźnika kapitałowego (TCR) 

oraz pozostałych współczynników kapitałowych na poziomie nie niższym niż wymagany minimalny poziom 

regulacyjny, zgodnie ze wskazaniem Ustawy o nadzorze makroostrożnościowym.  

2. W cyklach co najmniej rocznych Bank dokonuje weryfikacji istotności ryzyk, przyjmując kryteria ilościowe i 

jakościowe.  

3. Bank tworzy procedury zarządzania ryzykami istotnymi w Banku, zatwierdzane przez Zarząd Banku.  

4. Bank podejmuje ryzyko odpowiednio do posiadanych funduszy własnych.  

 

Długofalowe cele kapitałowe:  

 

1. Realizacja celów kapitałowych odbywa się poprzez podejmowanie decyzji kapitałowych z zakresu struktury 

finansowania, podziału zysku oraz polityki dywidendowej.  

2. Bank przyjmuje następujące długoterminowe cele kapitałowe:  

1) dąży do posiadania funduszy własnych Banku zapewniających utrzymanie łącznego wskaźnika 

kapitałowego (TCR) na poziomie określonym w strategii działania i w planie ekonomiczno – 

finansowym.  

2) przeznacza co najmniej 90 % wypracowanego zysku rocznego netto na zwiększenie funduszy własnych 

banku; poziom odpisów z zysku jest uwarunkowany m.in.:  

a) strategią rozwoju banku,  

b) bieżącą adekwatnością kapitałową banku,  

c) zmiennością wyniku finansowego netto,  



14 
 

d) obecną i przewidywaną sytuacją makroekonomiczną,  

e) funkcjonowaniem w ramach Systemu Ochrony Instytucjonalnej.  

      3) ogranicza zaangażowanie kapitałowe w kapitałowe instrumenty finansowe, które nie są kwotowane na                 

aktywnych rynkach.  

 

 

Bank w ramach procesu planowania przeprowadza analizę czynników mogących mieć wpływ na wynik 

finansowy, tworzy plany działań awaryjnych mających na celu wypracowanie założonych wyników finansowych.  

Informacja o stopniu realizacji planów ekonomiczno - finansowych oraz strategicznych jest okresowo 

raportowana Zarządowi oraz Radzie Nadzorczej, zgodnie z Systemem Informacji Zarządczej. 

Wprowadzony w Banku System Informacji Zarządczej, zwany dalej SIZ, opiera się na następujących założeniach:  

1) Informacje będące przedmiotem raportowania w ramach SIZ pozwalają na pełną ocenę działalności 

Banku przez odpowiednie organy Banku,  

2) Zarząd określa kluczowe obszary polityki zarządzania ryzykami, ze szczególnym uwzględnieniem 

polityki zarządzania ryzykiem detalicznych ekspozycji kredytowych oraz ryzykiem ekspozycji 

kredytowych zabezpieczonych hipotecznie, które podlegają bezpośredniej kontroli Zarządu,  

3) Uwzględniając założenia zawarte w pkt. 1, powyższe informacje powinny pozwolić na dokonanie 

odrębnej oceny każdej jednostki i komórki organizacyjnej Banku oraz wszystkich istotnych obszarów 

działania Banku,  

4) Przyjmuje się, że nadzór nad funkcjonowaniem SIZ sprawuje Zarząd, który ponosi również 

odpowiedzialność za jego prawidłowe funkcjonowanie,  

5) W przyjętym systemie informacje zarządcze przekazywane są w sposób rzetelny i przejrzysty,  

6) Jakość informacji jest oceniana przez Zarząd Banku w oparciu m.in. o badania biegłego rewidenta, 

wyniki kontroli wewnętrznej oraz kontroli zewnętrznych,  

7) System informacji zarządczej podlega badaniu w ramach audytu wewnętrznego.  

 

W ramach SIZ wyróżnia się następujące rodzaje informacji:  

1) o charakterze strategicznym dla Banku,  

2) dotyczące realizacji celów strategicznych i polityk Banku w zakresie zarządzania ryzykiem oraz 

adekwatności kapitałowej,  

3) dotyczące monitorowania poziomu poszczególnych rodzajów ryzyka,  

4) dotyczące oceny adekwatności kapitałowej,  

5) dotyczące oceny sytuacji ekonomiczno – finansowej Banku (ryzyko biznesowe), uwzględniającej:  

a) wykonanie planu ekonomiczno-finansowego (w tym poszczególne jednostki organizacyjne),  

b) realizację strategii działania oraz pozostałych strategii,  

c) strukturę aktywów, pasywów i zobowiązań pozabilansowych,  

d) strukturę przychodów i kosztów,  

e) wyniki osiągane na każdym poziomie rachunku zysków i strat,  

f) uzyskanie wskaźniki ekonomiczne, określające akceptowalny poziom ryzyka 

6) dotyczące realizacji zadań wynikających z regulacji zewnętrznych, w tym rekomendacji nadzorczych,  
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7) dotyczące realizacji kontroli wewnętrznej i audytu Banku.  

 

W realizacji systemu informacji zarządczej uczestniczą następujące organy statutowe i komórki organizacyjne 

Banku:  

1) Rada Nadzorcza,  

2) Komitet Audytu,  

3) Zarząd,  

4) Główny Księgowy,  

5) Zespół sprawozdawczości, analiz i ryzyk bankowych,  

6) Zespół ds. monitoringu i windykacji,  

7) Stanowisko obsługi informatycznej,   

8) Pracownik ds. bezpieczeństwa,  

9) Stanowisko ds. organizacyjno- administracyjnych,  

10) ALMRO,  

11) Analityk AML, 

12) Inspektor Ochrony Danych,  

13) Stanowisko ds. zgodności / kontroli wewnętrznej.  

 

Bieżącą analizę poziomu ryzyka bankowego dokonuje Zespół sprawozdawczości, analiz i ryzyk bankowych.  

 

Opracowane analizy dotyczące poszczególnych rodzajów ryzyka oraz adekwatności kapitałowej, przekazywane 

są Zarządowi według poniższych zasad:  

1) Miesięcznie Zarząd otrzymuje analizę sytuacji ekonomiczno – finansowej oraz ryzyko wyniku finansowego.  

2) Kwartalnie Zarząd otrzymuje analizę wykonania planu ekonomiczno – finansowego oraz analizę wykonania 

planu operacyjnego dla poszczególnych jednostek organizacyjnych Banku.  

 

3) W cyklach miesięcznych Zarząd otrzymuje analizę ryzyka płynności, walutowego oraz minimalnego 

współczynnika kapitału w terminie do 20 dni roboczych po zakończeniu miesiąca oraz analizę ryzyka stopy 

procentowej w terminie do 20 dni roboczych po zakończeniu miesiąca.  

4) W zakresie poziomu ryzyka kredytowego, analiza zostaje przekazana w terminie: miesięcznie do 20 dni 

roboczych po zakończeniu miesiąca - analiza struktury, limitów oraz poziomu rezerw celowych, 

przeprowadzanie testów warunków skrajnych,  

kwartalnie – analiza w zakresie klasyfikacji ekspozycji kredytowych powyżej 10% kapitału Tier I,  

kwartalnie do 20 dni roboczych po zakończonym kwartale - analiza ryzyka ekspozycji zabezpieczonych 

hipotecznie,  

kwartalnie do 20 dni roboczych po zakończonym kwartale - analiza ryzyka detalicznych ekspozycji kredytowych,  

kwartalnie do 20 dni roboczych po zakończonym kwartale - informacja dotycząca kredytów zagrożonych, stanie 

windykacji i restrukturyzacji kredytów.  



16 
 

 

5) W zakresie ryzyka operacyjnego – analiza zostaje przekazana Zarządowi kwartalnie w terminie do 20 dni 

roboczych po zakończonym kwartale, a skrócony raport na temat zdarzeń oraz poziomu strat – Zarząd 

otrzymuje miesięcznie do 20 dni roboczych po zakończeniu miesiąca.  

6) W zakresie ryzyka braku zgodności - analiza zostaje przekazana Zarządowi kwartalnie do 20 dni roboczych po 

zakończonym kwartale.  

7) W zakresie adekwatności kapitałowej informacja dla Zarządu przekazywana jest kwartalnie do 20 dni 

roboczych po zakończonym kwartale.  

8) Raz w roku – weryfikacja przyjętych procedur w zakresie zarządzania ryzykami oraz adekwatnością 

kapitałową, w tym limitów, testów warunków skrajnych, planów awaryjnych itp.  

 

Zarząd, uwzględniając dane uzyskiwane od komórek organizacyjnych składa Radzie Nadzorczej sprawozdanie w 

zakresie poziomu każdego rodzaju ryzyka występującego w Banku oraz adekwatności kapitałowej w cyklach: 

 

1) na każdym planowanym posiedzeniu Rady Nadzorczej – analizę sytuacji ekonomiczno – finansowej oraz 

ryzyka wyniku finansowego, a także analizę wykonania planu ekonomiczno – finansowego,  

2) co najmniej raz w roku – syntetyczną informację na temat realizacji strategii i polityk w zakresie zarządzania 

ryzykami oraz adekwatnością kapitałową.  

 

Informacje przekazywane Radzie Nadzorczej, a wymagające opinii Komitetu Audytu są omawiane na 

posiedzeniach Komitetu Audytu. 

 

IV. System kontroli wewnętrznej 
  

1. W Banku funkcjonuje system kontroli wewnętrznej, który jest dostosowany do struktury organizacyjnej, 

wielkości i stopnia złożoności działalności Banku. Celem systemu kontroli wewnętrznej jest wspomaganie 

procesów decyzyjnych przyczyniające się do zapewnienia: 

1) skuteczności i efektywności działania Banku, 

2) wiarygodności sprawozdawczości finansowej i nadzorczej oraz informacji zarządczej, 

3) zgodności działania Banku z przepisami prawa i regulacjami wewnętrznymi. 

2. W celu zabezpieczenia się przed stratą Bank rozpoznaje, ocenia i kontroluje wszystkie rodzaje ryzyka 

wynikające z prowadzonej działalności i poprzez proces kontroli zapewnia,  

by pracownicy Banku pracowali w sposób wydajny i uczciwy realizując cele i ustalone zadania.  

W celu prezentowania wiarygodnych sprawozdań finansowych i nadzorczych, system kontroli 

wewnętrznej zapewnia rzetelne ich przygotowywanie w oparciu o księgi prowadzone zgodnie z 

obowiązującymi zasadami rachunkowości. W celu podejmowania prawidłowych decyzji nadzorczych, 

system kontroli wewnętrznej weryfikuje jakość i kompletność sporządzanej w Banku informacji zarządczej.  

3. System kontroli wewnętrznej chroni zasoby Banku, zapewnia wysoką jakość i niezawodność informacji 

oraz zgodność działania z przepisami prawa, a także eliminuje występowanie nieprawidłowości i błędów. 

System kontroli wewnętrznej identyfikuje i ocenia istotne czynniki zewnętrzne i wewnętrzne, które mogą 

niekorzystnie wpłynąć m.in. na adekwatność kapitałową, rentowność operacji, wiarygodność 

sprawozdawczości, przestrzeganie przepisów i regulacji wewnętrznych. 

4. Funkcjonujący w Banku system zarządzania ryzykiem i system kontroli wewnętrznej są zorganizowane na 

trzech, niezależnych i wzajemnie uzupełniających się liniach obrony (poziomach).  
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1) Na pierwszą linię obrony składa się operacyjne zarządzanie ryzykiem powstałym w związku z 

działalnością prowadzoną przez Bank.  

2) Na drugą linię obrony składa się zarządzanie ryzykiem przez pracowników na specjalnie 

powołanych do tego stanowiskach lub w komórkach organizacyjnych, niezależnie od 

operacyjnego zarządzania ryzykiem na pierwszym poziomie,  

3) Trzecią linię obrony stanowi audyt wewnętrzny realizowany przez Spółdzielnię Systemu 

Ochrony Zrzeszenia BPS.  

5. Na wszystkich trzech poziomach, w ramach systemu zarządzania ryzykiem i systemu kontroli wewnętrznej, 

pracownicy Banku w ramach realizowanych czynności odpowiednio stosują mechanizmy kontrolne lub 

niezależnie monitorują (poziomo lub pionowo) przestrzeganie mechanizmów kontrolnych.  

 

Poszczególne linie obrony, w ramach systemu kontroli wewnętrznej są odpowiedzialne za:  

1. Pierwsza linia obrony – projektowanie i zapewnienie przestrzegania mechanizmów kontrolnych, w 

szczególności w procesach biznesowych funkcjonujących w Banku oraz zgodności postępowania z 

regulacjami.  

2. Druga linia obrony:  

 

1) monitorowanie bieżące przyjętych mechanizmów kontrolnych,  

2) przeprowadzanie poziomych ( w ramach II linii obrony)  i pionowych testów stosowania 

mechanizmów kontrolnych,  

3) ocenę adekwatności i skuteczności mechanizmów kontrolnych,  

4) matrycę funkcji kontroli,  

5) prowadzenie rejestru nieprawidłowości znaczących i krytycznych,  

6) raportowanie znaczących i krytycznych nieprawidłowości.  

3. Trzecia linia obrony odpowiedzialna jest za badanie oraz ocenę adekwatności i skuteczności 

mechanizmów kontroli i niezależnego monitorowania ich przestrzegania odpowiednio w ramach 

pierwszej i drugiej linii obrony, zarówno w odniesieniu do systemu zarządzania ryzykiem, jak i systemu 

kontroli wewnętrznej.  

W Banku zapewniona jest niezależność monitorowania pionowego poprzez jednoznaczne wyodrębnienie linii 

obrony oraz niezależność monitorowania poziomego poprzez rozdzielenie zadań dotyczących stosowania 

danego mechanizmu kontrolnego i niezależnego monitorowania jego przestrzegania w ramach danej linii.  

Za monitorowanie poziome (weryfikacja bieżąca, testowanie) w ramach danej linii odpowiedzialni są 

wyznaczenie pracownicy, w tym kierownicy jednostek /komórek organizacyjnych. Za monitorowanie pionowe 

pierwszej linii obrony przez drugą linię obrony odpowiada Stanowisko ds. zgodności / kontroli wewnętrznej 

pełniące zadania komórki wewnętrznej oraz komórki do spraw zgodności oraz inne komórki II linii obrony.  

V. Mechanizmy kontrolne 

1. System kontroli wewnętrznej obejmuje m.in. mechanizmy kontroli wewnętrznej. Mechanizmy kontrolne 

przyjęte w Banku wbudowane są w funkcjonujące w Banku procesy, czynności, w codzienną działalność 

operacyjną Banku. W zakresie mechanizmów kontroli wewnętrznej w Banku funkcjonują w szczególności: 

1) zasady polityki, regulaminy i procedury obejmujące wszystkie obszary działalności, wraz z 

zasadami przyczyniające się do realizacji założeń strategii Banku, 
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2) zasady, metody i techniki identyfikacji, pomiaru, monitorowania, oceny  

i kontrolowania poszczególnych rodzajów ryzyka, 

3) ustanowione limity ostrożnościowe ograniczające poziom ryzyka występującego  

w poszczególnych obszarach działania Banku, wraz z zasadami ustalania  

ich poziomu, monitorowania, aktualizowania, postępowania w przypadku przekroczeń, 

4) zasady funkcjonowania wewnętrznego systemu sprawozdawczości zarządczej, 

5) kontrola działalności na poszczególnych szczeblach wykonywana przez każdego pracownika oraz 

dodatkowo przez bezpośredniego zwierzchnika, mająca na celu weryfikację jakości i poprawności 

realizowanych w Banku zadań.  

2. Mechanizmy kontrolne obejmują m.in. okresowe: 

1) przeglądy, analizy i oceny sporządzane dla Zarządu i Rady Nadzorczej,  

2) sprawdzanie przestrzegania przepisów zewnętrznych, procedur i instrukcji wewnętrznych, w 

odniesieniu do działalności poszczególnych komórek i jednostek organizacyjnych Banku, 

3) badanie ograniczenia dostępu do aktywów rzeczowych (głównie gotówki oraz obszaru 

przetwarzania danych), 

4) sprawdzanie przestrzegania ustalonych limitów, 

5) weryfikowanie systemu zatwierdzania i autoryzacji, 

6) analizowanie systemu weryfikacji i uzgadniania. 

3. Działanie mechanizmów kontrolnych przebiega w dwóch etapach: 

1) ustanowienie wewnętrznych zasad, limitów i procedur, 

2) sprawdzanie ich przestrzegania. 

VI. Czynności kontroli 

1. Czynności kontroli wewnętrznej i audytu wewnętrznego obejmują funkcjonujące niezależnie:  

1) kontrolę wewnętrzną,  

2) audyt wewnętrzny. 

2. Czynności kontrolne stanowią integralną część codziennych zadań wszystkich pracowników Banku oraz 

umożliwiają szybkie reakcje na zmieniające się warunki i unikanie zbędnych kosztów. Funkcjonujące w 

Banku procedury kontroli opracowane są w formie pisemnej i zatwierdzone przez Zarząd i Radę Nadzorczą. 

3. Na podstawie czynności kontroli wewnętrznej i audytu wewnętrznego Zarząd i Rada Nadzorcza otrzymują 

informacje dotyczące: 

1) przestrzegania przepisów prawa, w tym regulacji ostrożnościowych, innych norm 

zewnętrznych oraz obowiązujących w Banku regulacji wewnętrznych; 

2) funkcjonowania w Banku systemu informacji zarządczej; 

3) skuteczności ujawniania w ramach kontroli wewnętrznej i audytu wewnętrznego błędów i 

nieprawidłowości oraz podejmowania skutecznych działań naprawczych  

lub korygujących; 

4) realizacji określonych i wymaganych przez Zarząd celów i polityki Banku;  

5) kompletności, prawidłowości i kompleksowości procedur księgowych; 

6) jakości (dokładności i niezawodności) systemów: księgowego, sprawozdawczego i  

operacyjnego; 

7) adekwatności, funkcjonalności i bezpieczeństwa systemu informatycznego; 
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8) efektywności wykorzystania dostępnych środków, w tym funduszy własnych i zasobów we 

wszystkich obszarach działalności Banku; 

9) oceny struktury organizacyjnej Banku, podziału kompetencji i koordynacji działań pomiędzy 

poszczególnymi jednostkami organizacyjnymi i stanowiskami pracy, a także systemu 

tworzenia i obiegu dokumentów i informacji oraz istnienia mechanizmów gwarantujących 

podejmowanie decyzji w sposób wykluczający ryzyko związane z występowaniem powiązań 

personalnych pomiędzy uczestnikami procesów decyzyjnych; 

10) oceny funkcjonowania systemów wewnętrznych w aspekcie poprawy efektywności działania 

Banku jako całości; 

11) czynności zlecanych przez Bank do wykonania podmiotom zewnętrznym. 

 

VII. Nadzór organów Banku 

1. Rada Nadzorcza sprawuje nadzór nad wprowadzeniem w Banku systemu kontroli wewnętrznej oraz ocenia 

jego adekwatność i skuteczność. Nadzór Rady Nadzorczej nad funkcjonowaniem systemu kontroli 

wewnętrznej obejmuje m.in.: 

1) akceptowanie zasad funkcjonowania systemu kontroli wewnętrznej, 

2) akceptowanie planów kontroli wewnętrznej oraz audytu wewnętrznego Banku, 

3) okresowe zapoznawanie się z informacją dotyczącą wszystkich obszarów kontroli wewnętrznej i 

audytu wewnętrznego,  

4) ocenę efektów działań podjętych w celu usunięcia stwierdzonych nieprawidłowości  

w funkcjonowaniu mechanizmów kontroli wewnętrznej, 

5) ocenę adekwatności i skuteczności funkcjonowania systemu kontroli wewnętrznej. 

2. Zarząd odpowiada za zaprojektowanie, wprowadzenie oraz działanie skutecznego systemu zarządzania, tj. 

systemu zarządzania ryzykiem i systemu kontroli wewnętrznej oraz procesu szacowania i utrzymywania 

kapitału wewnętrznego. Do zadań Zarządu, z punktu widzenia prawidłowego działania systemu kontroli 

wewnętrznej należy m.in.: 

1) zapewnienie ciągłości monitorowania efektywności mechanizmów kontrolnych  

oraz identyfikowania obszarów działalności, operacji, transakcji i czynności przeznaczonych do 

stałego monitorowania, 

2) wyznaczenie osób odpowiedzialnych za przeprowadzenie okresowej, co najmniej  

raz w roku, weryfikacji funkcjonujących w Banku mechanizmów i procedur kontroli wewnętrznej i 

audytu wewnętrznego,  

3) określenie formy udokumentowania przeprowadzonego przeglądu i oceny efektywności 

wewnętrznych mechanizmów kontrolnych oraz wniosków wynikających z tych przeglądów, 

4) określenie trybu przekazania wewnątrz Banku raportu pokontrolnego/raportu,  

w celu podjęcia działań służących usunięciu stwierdzonych nieprawidłowości mechanizmów 

kontroli wewnętrznej oraz sposobu kontroli skorygowania tych nieprawidłowości, 

5) okresowe zapoznawanie się z informacją dotyczącą kontroli wewnętrznej i audytu wewnętrznego, 

6) zapewnienie właściwego funkcjonowania audytu wewnętrznego, 

7) zapewnienie ciągłości i skuteczności działania kontroli wewnętrznej i audytu wewnętrznego, w 

tym właściwej współpracy wszystkich pracowników Banku  

z  audytem wewnętrznym oraz dostępu osobom wykonującym czynności kontrolne/czynności 

audytowe do niezbędnych dokumentów źródłowych, w tym zawierających informacje poufne, 

8) wprowadzenie mechanizmów zapewniających niezależność audytu, 

9) ocena adekwatności i skuteczności systemu kontroli wewnętrznej. 
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VIII. Polityka wynagrodzeń  
 
W Banku obowiązuje „Polityka wynagrodzeń”. Polityka jest dostępna na stronie internetowej Banku. W Banku 

nie wyłoniono z Rady Nadzorczej Komitetu do spraw wynagrodzeń, gdyż Bank nie jest bankiem istotnym 

systemowo w rozumieniu przepisów ustawy Prawo bankowe (art. 4 pkt 35 ustawy). 

 

IX. Ujawnienie informacji o spełnieniu przez Członków Rady 
Nadzorczej i Zarządu wymogów określonych w art. 22aa. Ustawy 
Prawo bankowe. 

1. Odpowiednie organy Banku zgodnie z przepisami prawa powszechnie obowiązującego oraz wytycznych, 

rekomendacji i zaleceń, określonych przez Europejski Urząd Nadzoru Bankowego oraz Komisję Nadzoru 

Finansowego regulujących tą materię, z zachowaniem zasady proporcjonalności dokonywały oceny 

członków Zarządu oraz Rady Nadzorczej w zakresie odpowiedniości. 

2. Wszyscy członkowie Zarządu i Rady Nadzorczej Banku Spółdzielczego w Krasnosielcu z siedzibą w Makowie 

Mazowieckim, posiadają wiedzę, umiejętności i doświadczenie, odpowiednie do pełnionych przez nich 

funkcji i powierzonych im obowiązków, oraz dają rękojmię należytego wykonywania tych obowiązków. 

Rękojmia, o której mowa w zdaniu pierwszym, odnosi się w szczególności do reputacji, uczciwości i 

rzetelności danej osoby oraz zdolności do prowadzenia spraw Banku w sposób ostrożny i stabilny. 

3. Członkowie Zarządu i Rady Nadzorczej Banku pełnią swoje funkcje w sposób uczciwy i rzetelny oraz kierują 

się niezależnością osądu, aby zapewnić skuteczną ocenę i weryfikację podejmowania i wykonania decyzji 

związanych z zarządzaniem Bankiem.  

1. Członkowie Zarządu i Rady Nadzorczej spełniają również warunki art. 22aa ust. 3 ustawy – Prawo bankowe, 

tzn. nie pełnią funkcji członka zarządu lub rady nadzorczej poza bankiem w nadmiernej liczbie. 

 

Ostatnia ocena odpowiedniości została przeprowadzona: 

1. Zarządu w dniu 28.04.2025. 

2. Rady Nadzorczej w dniu 26.06.2024.   

3.  

X. Ujawnienie informacji objętej wymogiem art. 111a ust 1 
 
1. Bank nie prowadzi działalności poza terytorium Rzeczypospolitej Polskiej. 

2. Stopa zwrotu z aktywów obliczona jako iloraz zysku netto i sumy bilansowej wynosi 2,05 %. 

 

 

 
 

 


